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Abstract

Decompilation is a process of transforming a machine code into a higher-level programming language. It can be
used for source code reconstruction, malware detection, compiler testing, etc. In this presentation I introduce
a retargable decompiler, which is being developed by the Lissom project at FIT BUT. The basic principles
and infrastructure of such tool are presented and the data type reconstruction problem is discussed in detail.
Several existing methods of reverse engineering of types are compared and an algorithm using the data-flow
analysis is described. This iterative algorithm reconstructs basic data types of the objects by constructing a set
of equations over the program’s instructions and solving them using the fixed propagation rules derived from
the instruction properties. It uses a concept of lazy rule application which simplifies right-to-left propagation
proposed by the autor. The presentation is concluded with a mention of future work on reconstruction of the
composite data types.
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